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July 22nd, 2013, Las Vegas, USA 

 
The first international workshop on Secure By Design (SBD’13) will be organized as a 
part of of the 2013 International Conference on Security and Management, SAM’13, July 
22-25, 2013.    
 
SCOPE AND OBJECTIVES 
 
You are invited to submit a full paper for consideration. We are soliciting unpublished research 
papers that address theoretical issues, practical implementations/experiences, and/or user cases 
related to security driven development and secure by design solutions for collaborative systems. 
Papers should demonstrate significant contribution to the construction, evaluation, and 
application of security driven development  
 
This workshop will serve as a platform for enterprise architects, security architects, developers 
and security researchers to share their ideas, use cases, lessons learned and various 
approaches on enterprise security from both  architecture and implementation perspective  
 
TOPICS OF INTEREST  
 

Topics of interest include, but are not limited to, the following: 
 
- Big Data Security 
- Security Driven Development, SDD, (Methodologies, Use cases, Architectural 
approaches, Implementation) 
- Agile development and Security  
- Enterprise Security measures (prevention, detection and disaster recovery 
architecture) 
- Malware detection and prevention 
- Data leak prevention 
- Smart Intrusion prevention systems 
- Protection models and mechanisms for peer-to-peer collaborative environments 
- Identity management for large scale collaborative infrastructures 
- Secure workflows for collaborative computing 
- Mobile Application Security  
- Secure Cloud architecture  
- Open source security  
- Secure enterprise mobile application architecture 

 
PAPER SUBMISSION GUIDELINES 
 

• Prospective authors are invited to submit their papers in pdf format through  
EasyChair using the following link, 
https://www.easychair.org/conferences/?conf=sbd13  

• If you have not used EasyChair before, please create a new account first. To 
upload your paper, login and click "New Submission" at the top. 



• Papers must not have been previously published or currently submitted for 
publication elsewhere 

• The first page of the draft paper should include: 
o The title of the paper 
o Name, affiliation, postal address, E-mail address, telephone number, and 

fax number for each author 
o The name of the author who will be presenting the paper (if accepted) and 

a maximum of 5 keywords. 
• Authors of accepted papers should submit their Camera-Ready papers in PDF 

format.  The maximum number of pages in the final papers is 7.  Papers must 
conform to IEEE style guidelines at 
http://www.ieee.org/publications_standards/publications/conferences/msw_uslette
r_format_nov12.doc  

 
CONFERENCE PROCEEDINGS 
 
Accepted papers will appear in the SAM’13 Conference Proceedings.   The proceedings 
will be published in printed conference books (ISBN) and will also be made available 
online. The proceedings will be indexed in science citation databases that track citation 
frequency/data for each published paper. Science citation databases include: Inspec / IET 
/ The Institute for Engineering & Technology; The French National Center for Scientific 
Research, CNRS, INIST databases, PASCAL (accessible from INIST, Datastar, Dialog, 
EBSCO, OVID, Questel.Orbit, Qwam, and STN International); and others. 
 
 
IMPORTANT DATES 
 
March 25, 2013 Submission of full papers (about 7 pages) 
April 18, 2013 Notification of acceptance (+/- two days) 
May 5, 2013Final papers + Copyright + Registration 
July 22-25, 2013The 2013 International Conference on Security and Management 

 
WORKSHOP CO-CHAIRS 
Nader Nassar 
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WORKSHOP PROGRAM COMMITTEE 
TBA 
 
Conference Websites: 
http://sam.udmercy.edu/sam13 


